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Abstract. This article will analyze an EU digital policy and its cooperation with other countries.
As we can see today, digitalization has a huge impact on every sphere of people’s and state’s lives,
and its closely intertwined with the policy-making of the EU. The European Union works with
partners around the world to advance its values and interests in many areas, including the digital
sphere. This shows how a European approach can help others manage digital transformation in
areas such as free data flow, human-centered artificial intelligence (Al),5G, cybersecurity, privacy
protection, data management etc. The path of digital space has been crossed by the process of
European integration. In addition to being tied to information and communication technologies
(ICTs) in the Union, «digital» is a keyword in the policies, speeches, and strategies of the European
institutions that are tied to other categories of common policies of the Union, such as industry, the
social dimension, research, or security. These indicators of the significance of digital policies in the
Union include the fact that they are at the center of the public discourse in Europe and that they
are horizontal, spanning multiple industries.

The topic arises from the digitalization of the world and the EU is not trying to stay
behind.
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sovereignty, data protection, personal data privacy, data governance.
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to transform, and occasionally their results are
regarded as revolutionary. The amount of their

Politicians, businesspeople, and members of
civil society all now find it very vital to deliberate
on issues related to technology and technological
advancement. The social, political, educational,
or cultural implications of information and
communication technologies (ICTs) have been
the subject of extensive discussion since these
technologies left research labs and entered the
lives of citizens.

The first observation to be made regarding the
deployment of ICTs in society and the economy
is clear according to science. They have the ability

life-altering influence is still up for debate, nearly
matching the globalization controversy.

The European Unionys (EU) main aim is to
create a «Europe fit for the digital age,» which
is also essential to the EU>s attempts to recover
economically from the Coronavirus Disease
2019 (COVID-19) pandemic. The EU seeks
to boost its economy and raise the region>s
digital competitiveness in comparison to the
US and China under the «Shaping Europess
Digital Future» digital policy roadmap from
the European Commission. The EU is pursuing
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legislative, judicial, and administrative actions
as part of its campaign to obtain what some EU
leaders have dubbed «digital (or technological)
sovereignty.» The different EU efforts included in
the strategy span a wide range of topics, including
data protection, competitiveness, and artificial
intelligence (AI). Some American businesses
have expressed concern that the new regulations
would make it harder for them to compete in the
EU market.

In the absence of a clear U.S. strategy or
accords,
commentators argue that the EU>s head start
in creating digital standards may enable it to
create global norms. Numerous EU initiatives
are still in the proposal or draft stages, giving
U.S. policymakers and other stakeholders time
to offer their opinions. There may be prospects
for U.S.-EU cooperation because parallel efforts
are being made in the US to solve comparable
technology concerns that the EU is focusing
on. The United States and the European Union
have similar fundamental democratic ideals
and values, allowing for closer alignment or
harmonization in some areas, notwithstanding
the differences in their methodologies and risk
tolerances. If they want to reach a consensus and
act as a counterbalance to China>s authoritarian
approach in the digital sphere, U.S. and EU
negotiators must find common ground. The
US and EU should head a group of nations
with similar ideologies centered on technology,
according to numerous political figures and
policy experts. As Congress considers legislation
to alter or create new digital rules, it may take

international several officials and

into account:

(1) assessing the potential impact of the EU
rules on the U.S. economy;

(2) determining how EU policies
contrast or compare with U.S. policies;

(3) conducting oversight on the domestic
regulatory processes;

(4) examining opportunities
leadership on digital norms.

Congress may seek to work with the Biden
Administration on trade or other initiatives
to engage the EU on digital rules, including

may

for global

bilateral or multilateral efforts on these and other

technology concerns. At the same time, challenges
persist to greater U.S.-EU cooperation. Different
approaches, rules, and regulations in the digital
realm and recent heightened tensions, and even
distrust in the broader U.S.-EU relationship
during the Trump Administration, contribute to
these challenges. The Biden Administration has
stated that it seeks to improve relationships with
foreign partners, including the EU, and aims
for greater international cooperation. It remains
to be seen whether or how some key U.S.-EU
differences can be bridged in the online sphere.
This report provides an overview of selected
EU digital initiatives; analyzes how EU policies
may contrast with or be similar to U.S. policies,
particularly in trade agreements; and examines
issues of possible
including the impact of such initiatives on U.S.
firms and U.S. leadership in trade agreement
negotiations and rule making on key technology

congressional interest,

issues.
Digital projects of the European Union

«A Europe fit for the digital age» is one of
European Commission President Ursula von der
Leyen>s six main goals for the 2019-2024 term.
She is in charge of the EU>s executive arm [1; c.1].
The «Shaping Europe>s Digital Future» digital
policy roadmap from the European Commission
outlines a number of projects that are anticipated
to be at the center of the EU>s digital agenda
during the next years. The creation of a «fair and
competitive» EU digital economy is the goal of
measures being considered by the EU. Some of
these projects expand on earlier efforts to unite
the EU members through a Digital Single Market.
These initiatives resulted in modifications like
the General Data Protection Regulation (GDPR),
which came into force in 2018 and established
guidelines and requirements for personal data [2,
p.16].

Several developments, including 5G, artificial
intelligence (AI), cloud computing, and the
internet of things (IoT), have become key strategic
assets for the EU economy during the previous
decade. With the global market for new digital
technologies anticipated to reach €2.2 trillion by
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2025, digital markets account for a significant
portion of Europe>s economic potential [3, p. 28].

While the EU has many strengths, such as a
world-leading Al research community and a
robust industry, certain data indicate that the EU
also has key flaws that are harmful in the global
competition to create such new technologies.
In the field of artificial intelligence (AI), for
example, the EU lags behind the United States
(US) and China in terms of private investment,
and the degree of adoption of Al technologies
by businesses and the general public is low
in comparison to the US. The United States
also draws more Al talent and researchers
and is the world leader in patent applications,
although China leads the race in data gathering
and access (i.e., the raw material for most Al
technology) and has made tremendous progress
in building Al and has made significant progress
in the development of new hardware such as
supercomputers [4, p. 1].

Digital sovereignty of the EU

The concept of «digital sovereignty> has lately
developed as a strategy for fostering European
leadership and strategic autonomy in the digital
domain. Concerns have been made about the
economic and social power of non-EU technology
corporations, which affects EU individuals>
sovereignty over their personal data and limits
the expansion of EU high-tech enterprises as well
as the ability of national and EU policymakers to
enforce their laws [5, p. 27] . In this perspective,
«digital sovereignty» refers to Europe>s ability
to operate freely in the digital world, and it
should be interpreted in terms of both defensive
measures and offensive capabilities to stimulate
digital innovation that include collaboration with
non-EU enterprises[6].

In this regard, Ursula von der Leyen, President
of the European Commission, has designated
digital policy as one of her top political goals
for the 2019-2024 term and stated that Europe
must attain «technical sovereignty» in vital
sectors. According to a recent Commission
assessment,
driven organizations that do not always follow

competition from global tech-

European regulations and core principles, and
who place data appropriation and valuation at
the center of their strategy, poses a huge policy
issue for Europe. The European Parliament has
voiced considerable worry about the security
risks associated with Chinass rising technology
presence in the EU and has urged for possible
EU-level measures to decrease such reliance.

Similarly, the coronavirus epidemic that
shook the EU in spring 2020 demonstrated the
critical significance of the high-tech industry
in maintaining the continuity of social life,
enterprises, and governments, and has intensified
debate on the necessity for sovereign digital
technologies. In its recovery plan, the European
Council called for measures to safeguard the
EU>s strategic autonomy in a post-pandemic
scenario, emphasizing that investment in digital
capacities, infrastructure, and technologies will
be critical to the recovery effort.

For example, the suggested Digital Markets
Act (DMA) would develop competition laws for
large online platforms designated by the EU as
«gatekeepers» [7]. 19 The EU aims to establish
a more equal regulatory environment for small
and medium-sized firms (SMEs) or new entrants
by addressing market concentration caused
by the «network effect,» which makes online
platforms more desirable as more users are
added. Because user data is frequently required
for participation with an online platform, EU
officials caution that aggregation of such data
might boost that platform>s competitive position
at the expense of SMEs or new market entrants.
As a result, data collection and use, as well as
traditional competition measurements, play an
important part in evaluating market supremacy.
Margrethe Vestager, Executive Vice President
of the European Commission (in charge of EU
digital policy), testified before the United States
Congress on the need for new regulations and
powerful enforcement measures to address the
«severe harm to competition, innovation, and
ultimately to consumers» caused by gatekeepers
and their dual role as a platform operation and
competitor in some markets [8].

In the DMA draft, the criteria for defining a
«gatekeeper» include digital platforms with at
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least 6.5 billion euros (approximately $7.9 billion)
in European revenue or a market capitalization
of at least 65 billion euros (approximately $79
billion), and serve more than 10,000 active
business customers and 45 million active end
users in the bloc (approximately 10% of EU
consumers). Furthermore,
that, first, operate in at least three EU countries,
second, manage a digital environment that
competitors use to access clients, and last but not
least retain a dominant market position would
be included, catching online intermediaries that
dominate certain industries (e.g., online travel).
The commission would be able to designate more
organizations as gatekeepers after completing
an inquiry, and companies would be able to
challenge their designation at any moment.

The DMA proposal contains new ex ante
guidelines for platforms, as well as a list of
«do>s and domnsts» for gatekeepers, outlining
which services are permitted or forbidden.
Platforms, for example, must enable business
users to advertise their services and execute
contracts with clients outside of the gatekeeper>s
platform and must not compete with those users
using data gathered from those users. Another
proposed rule would compel platforms to inform
the commission of any planned acquisitions.
Rules violations may result in fines of up to 10%
of a company>s total worldwide yearly sales. The
commission may apply behavioral or structural

any organizations

sanctions in specific situations.

The commission also hopes to standardize
online competition rules throughout the EU by the
DMA, although the concept is still being debated.
The draft legislation is still being reviewed by
officials from the commission, Parliament, and
member states. Some of them have emphasized
the necessity for local governments to preserve
flexibility in light of the ex-ante approach to laws
and the automatic labeling of some corporations
as gatekeepers. Some parties have expressed
concern that the proposal lacks a defined market
purpose or an impact assessment of the specific
harm(s) addressed by the legislation.

A proposed new cooperation mechanism
in the DSA between member state regulators
would aim to improve enforcement and further

harmonization across the bloc. Fines would
be imposable by a new EU-level body or by
individual member states on entities in its
jurisdiction. With no EU-wide definition of illegal
content, it is unclear what the outcome would be
if one member state requested that a platform
based in another member state remove content
that is legal in its home country.

Some big U.S. technology corporations are
proactively building new transparency measures
in the face of greater scrutiny and in anticipation
of future regulation of online material, as
well as to assist limit damage to their business
model. Google, for example, announced the
establishment of anew Google Safety Engineering
Center in Ireland, which will serve as a «regional
hub for Google experts working to combat the
spread of illegal and harmful content, as well
as a place where we can share this work with
policymakers, researchers, and regulators»[9].
Facebook, for example, formed an Oversight
Board to independently review and «make
binding judgments on what content Facebook
and Instagram should allow or remove, based on
respect for free expression and human rights»[10,

p-11.
Personal data privacy

The EU views communication privacy and
personal data protection to be basic rights that
are entrenched in EU law. Unlike the US, the EU
has had an overarching data privacy protection
legislation in place since 1995 with the Data
Protection Directive (DPD). The EU>s General
Data Protection Regulation, which superseded
the DPD on May 25, 2018, emphasizes some
of the disparities between the US and EU
approaches to data privacy[11, p.1-2] . The GDPR
establishes common rules for data retention,
storage limitation, and recordkeeping, as well as
identifies legitimate bases for data processing.
The extraterritorial character of the rule has
repercussions for many U.S. corporations.

The GDPR develops a set of standards for the
protection of personal data across the EU in order
to increase individual rights and make business
easier. The EU thinks that the GDPR would help
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to further build the EU>s Digital Single Market
(DSM), which aims to increase digital policy
harmonization throughout the union. The EU
also sees the GDPR as supporting efforts to
accelerate the EU>s digital transformation and
strengthen the EU>s technology industry in
comparison to Chinese and US rivals, all while
defending European values.

The GDPR is used by all businesses and
organizations with an EU establishment that
process (i.e., perform operations on) personal
data of EU individuals (or «data subjects»),
regardless of where the actual processing of the
data takes place; and entities outside the EU that
offer goods or services (for payment or free) to EU
individuals or monitor EU individual behavior.
Certain sensitive personal data processing is
typically forbidden. Noncompliance can result in
a punishment of up to 4% of a company>s annual
worldwide revenue or €20 million [11, p. 1-2].

Many businesses in the United States have
implemented modifications to comply with the
GDPR, such as amending and clarifying user
terms of agreement and requesting explicit
authorization. While the GDPR imposes greater
restrictions on organizations that collect or process
data in the EU and the United States, some experts
believe that the GDPR may ease compliance for
U.S. corporations because the same set of data
protection regulations applies across the EU.
Furthermore, enterprises founded in the EU
that participate in cross-border data processing
must primarily communicate with the DPA of
the EU nation in which the firm is headquartered
(the «lead» authority), potentially lowering
administrative expenses. A firm, however, is still
subject to monitoring and enforcement. Some
member countries and privacy campaigners have
questioned the system since many of the major
digital corporations are headquartered in a few
countries and are monitored by the DPAs of
those countries, resulting in enforcement delays
and bottlenecks owing to limited resources[11, p.
1-2].

Several US companies have expressed worries
about the GDPR, including the necessity to build
a compliance bureaucracy and the possibility of

large expenses for conforming to the GDPR>s
obligations. While major corporations
afford consultants and attorneys, small and
medium-sized organizations (SMEs) may find
it more difficult and costly to comply, thereby
discouraging them from accessing the EU market
and establishing a de facto trade barrier. Some
American companies, notably several newspaper
websites and digital advertising agencies, chose
to leave the EU market rather than deal with
the intricacies of GDPR. According to several
industry studies, GDPR>s limits on data usage
and sharing may be hindering the development
of innovative technologies and preventing
possible mergers and acquisitions.

GDPR and Data Flows Between the United
States and the European Union:

To transport personal data beyond the EU, a
company must comply with GDPRby transferring
data (1) to a country deemed adequate for data
protection by the EU, (2) via EU-approved
standard contractual clauses (SCCs), or (3) via
legally enforceable corporate standards. The
European Court of Justice banned the US-EU
Privacy Shield Framework as a method for data
transfers in July 2020, raising concerns regarding
the use of SCCs for US corporations vulnerable to
US surveillance laws.

can

Data flow and regulation

Following a public consultation phase on
an overall data and cloud services strategy, the
European Commission announced its proposal
for data regulation, the Data Governance Act, in
November 2020[12]. The commission>s proposed
strategy aims to establish «a new European
approach of data governance that is consistent
with EU values and principles,» as well as to
give a trustworthy data-sharing alternative to
«Big Tech» portals (e.g., U.S. tech companies like
Google or Microsoft). The proposed rules settle
the legal groundwork for an EU-wide single
market for data sharing, with a focus on public
and industrial, nonpersonal data, while also
encouraging «data altruism» among EU citizens
to share their personal data for «the common
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good»; all data sharing by companies and
individuals would be voluntary. According to the
commission, the proposed additional measures
might yield up to €7-11 billion in economic gains
by 2028[12].

The proposed Act establishes responsibilities
and norms for impartial «data intermediaries» to
allow data exchange, as well as nine sectoral data
spaces with diverse methods and requirements.
Non-EU organizations might engage in data
sharing if they met the EU conditions, which
include having a presence in the EU. The
measure would not oblige firms to retain data in
the EU, assuaging non-EU organizations> initial
concerns.

Data transfers beyond the EU might be
restricted under the plan if a third countrys
data rules are deemed weak and not equal to
EU requirements. The sharing of sensitive data
with foreign national authorities, as well as the
number of persons or corporations that can
obtain and reuse the data, could be limited.
Some stakeholders are concerned that the Data
Governance Act will establish an adequate system
for cross-border data flows that will necessitate a
lengthy approval process for international data
transfers or destination countries, similar to
GDPR and that such a process will not be scalable
on a global scale.

The Data Governance Act would be based
on the Franco-German effort GAIA-X, a
nonprofit organization aimed at creating a
safe, federated platform for data infrastructure
cloud service providers[13]. The non-profit
organization attempts to promote common
standards, regulatory frameworks, and policies
in order to construct a safe, trustworthy network
infrastructure and an ecosystem of cloud-service
providers.

For European cloud service customers and
businesses, an open, interoperable environment
is essential. GAIA -X was created by 22 businesses
and organizations (11 German and 11 French). It
is open to everyone.

Companies from Europe and beyond the EU
may join with restricted privileges. Amazon Web
Services, Huawei, and IBM are among the major
non-EU members.

Artificial Intelligence (AI)

In February 2020, the European Commission
released a white paper for public comment on Al
setting out policy options to promote Al and to
regulate potential risks[14, c.1]. The white paper
proposes categorizing certain Al applications
as “high-risk”
conformity assessment for market access while
“non-high risk” Al applications would be subject
to a voluntary labeling scheme. The EU seeks to
ensure “trustworthy AI” building on the ethics
guidelines identified by an EU expert panel.45 In
differentiating the EU strategy, officials and EU
documents describe the need for a human-centric
approach that aligns with EU norms. As the EU
drafts its AI policy, a split is appearing between
some member states, such as Germany, that
prefer a strong regulatory approach and others,
such as Denmark, that prefer self-regulation and
voluntary practices along with standardization
[14, p. 25].

In their responses to the white paper, U.S.
stakeholders expressed concerns that new rules
on Al could stifle innovation. Some of these
stakeholders recommended instead that the EU
adapt existing rules and promote “soft law”
options such as industry-led standards and codes
of conduct.

The fundamental components of a future
legislative framework for AI in Europe that will
generate a distinct «trust ecosystem.» To do so,
it must assure compliance with EU legislation,
especially those safeguarding basic rights and
consumer rights, particularly for high-risk Al
systems operating in the EU. Building a trust
ecosystem is a policy goal in and of itself, since
it should provide individuals the confidence
to use Al apps and corporations and public
organizations the legal certainty to innovate with
Al The Commission firmly favors a human-
centric approach based on the Communication
on Building Trust in Human-Centric AI8, and
will also consider feedback received during the
testing phase of the Ethics Guidelines developed
by the High-Level Expert Group on AL

The European data strategy that accompanies
this White Paper intends to allow Europe to

that would require ex-ante
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become the world>s most appealing, secure,
and dynamic data-agile economy, empowering
Europe with data to make choices and enhance
the lives of all its inhabitants. The plan outlines
a variety of policy initiatives, including the
mobilization of private and governmental
investments, that are required to attain this aim.
Finally, the Commission Report that accompanies
this White Paper examines the implications of
Al, the Internet of Things, and other digital
technologies for safety and liability regulation.

Al is a crucial technology that can help
citizens, businesses, and society as a whole if
it is human-centered, ethical, sustainable, and
respects fundamental rights and values. Al
provides significant efficiency and productivity
improvements,
industry>s  competitiveness
residents> well-being. It may also help find
solutions to some of society>s most pressing
problems, such as the fight against climate change
and environmental degradation, the challenges
associated with sustainability and demographic
changes, the defense of our democracies, and,
where necessary and proportionate, the fight
against crime.

which can boost European

and increase

The United States and European Union
cooperation

Since the United States and the EU share
many of the same democratic, liberal norms
and principles, as well as comparable digital
several stakeholders have voiced
excitement about future US-EU collaboration
and collaborative leadership on digital and
technological problems. Because of the Biden
Administration>s emphasis

concerns,

on international
collaboration, as well as the EU>s commitment to
working in multilateral forums on these issues,
particularly with the US, there is a chance for
two of the world>s major developed economies
to collaborate. Several observers wonder how
the two sides can overcome their contrasts
in technology and science-based regulatory
methods, given the US risk-based strategy and
the EU>s more risk-averse approach based on

the «precautionary principle»[15]. Taking into

consideration these differences, some parties
see opportunity for bilateral and international
collaboration to develop and promote basic
principles and norms for the digital world, even
if total regulatory alignment or harmonization of
the two systems is not possible.

For example, Organization for Economic
Cooperation and Development (OECD). The
Organization for Economic Cooperation and
Development (OECD) is an intergovernmental
organization that presents itself as «a unique
platform and information center for data and
analysis, exchange of experiences, best-practice
sharing, and advise on public policies and
international standard-setting» [16]. Meetings
and working groups of the OECD create both
binding and nonbinding guidelines, but the
organization lacks an inherent enforcement
mechanism and must rely on member adoption.
Digital taxes is already the topic of OECD
global discussions. The OECD is also a forum
for debating new technology. Members are
creating guidelines to meet the difficulties posed
by emerging technologies and to build «fit for
purpose» regulation where appropriate through
the OECD Regulatory Policy Committee and the
Network of Economic Regulators [17].

The U.S and the E.U have signed on to the
OECD Al Principles, which aim to foster creative
and trustworthy Al that respects human rights
and democratic ideals[18]. The principles>
goal is to provide «realistic and adaptable»
norms that allow for growing technology while
complementing other OECD standards on
privacy, digital security risk management, and
responsible corporate behavior. Furthermore,
both the US and the EU are members of the
Global Partnership on Artificial Intelligence
(GPAI), which has formed working groups
comprised of representatives from the public and
business sectors, civil society organizations, and
academics to address various issues of Al

The OECD Privacy Guidelines of 1980 created
the first worldwide set of privacy standards
stressing data protection as a prerequisite for
unrestricted cross-border movement of personal
data [19]. The recommendations, which were
updated in 2013, outline concepts for nations
to consider when developing national policy,
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with an emphasis on interoperability. 100 As
with Al and privacy, the OECD may be a vehicle
for developing shared standards and best
practices on other digital challenges like content
moderation and platform competition [19].

Conclusion

The EU>s technology advances and anticipated
new digital standards have far-reaching
implications for US policymakers. The EU rules
have the potential to have an economic impact
on the United States by limiting the ability of US
firms to conduct business in the EU or requiring
those enterprises to make changes. Because of the
timing of the EU proposals, US authorities may
be unable to present an alternative model for
developing global standards. At the same time,
the EU initiatives might open the way for US-EU
collaboration on mutually beneficial areas like
digital commerce and technology.

Policymakers in the EU have begun to
develop measures to increase the blocs digital
strategic autonomy. Several financial instruments
have been implemented in recent years to close
the investment gap, and additional measures
to adapt the EU>s industrial and technological
capacities to the competitive environment are
being considered in the context of the European
data strategy and the Al ethical framework. The
EU is becoming viewed as a leader in privacy
and data protection, and it has already made
significant legislative progress in cybersecurity

and 5G network security. Furthermore,
guaranteeing openness and trust has become
a hallmark of the EU>s digital strategy. In light
of this, recommendations have been made to
push further measures at the EU level to speed
the digitalization process, namely to construct
a data foundation, establish a trustworthy
digital environment, and adjust competition
and regulatory norms. Fostering investment in
ethical Al and frontier technologies, establishing
public-private partnerships, and developing a
large-scale EU research cooperation framework
in the field of new technologies are all expected
to boost the EU>s innovation capability. Building
a secure pan-European data architecture and
implementing new standards and practices
to deliver trustworthy and controlled digital
products and services will result in a safer
digital environment consistent with EU values
and principles. Moreover, a change toward
more defensive and prudential measures in
the competitive and regulatory environment,
including new regulations to address foreign
state ownership and the distortive behaviors
of giant tech corporations, is needed in order
to attain greater technical autonomy. If new
bilateral forums or agreements are to be explored,
Congress may establish explicit guidelines to
establish priorities or limitations. Congress may
discuss how authorities in the United States and
the European Union might overcome the obstacles
that have previously hampered increased US-EU
collaboration.
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EO-ToIH Ka3ipri keseHgeri 1@ pablK casicaTBIHBIH 0acThI OaFLITTaphl

Angarna. bya makasaga EO-HbIH nndpabIK casicaTsl >KoHe OHBIH Oacka eAAepMeH BIHTBIMaKTaCTBIFBL Tal-
AaHaapl. byTiHTi TaHAa Kepil OTEIpFaHBIMEI3Aall, TU(PAAHALIPY adaMAap MeH MeMAeKeT eMipiHiH OapAbIK ca-
JlajapblHa YAKeH acep eTeAi >koHe 04 EO casicaThIHBIH KaABIIITaCybIMEH THIFBI3 OariaaHbICThL. Eyporraasik Ogax
©3iHiH KYHABLABIKTapBl MEH MY AJeAepiH KoIlITeTeH cadalapaa, COHBIH iinae upAbIK cadaja iarepiaery ymrin
Oykia aaemaeri cepikTecTepMeH BIHTHIMaKTacaabl. bya eypomaabik Tocia 6ackasapra nnudpAask TpaHcdopMa-
LVSIHBL OacKapyFa KaJali KeMeKTece alaThIHBIH KepceTeai, MbICaAbl, €pKiH gepeKTep aFbIHBI, ajaMra OarbIT-
TaafaH >kacaHApl nHTeAAeKT (Al), 5G, knbepkayircizaik, KyNMAABLABIKTE KOpFay, depeKkTepai 6ackapy >KoHe
T.0. CAaHABIK KeHICTiK >KOABI €ypOITaAbIK MHTeTpalyis IpolieciMer KblablcKaH. OgaKTaFbl aKIIapaTThIK-KOMMY-
HUKaLVSIABIK TEXHOAOIVsIAapMeH (aKT) OailAaHbICTBIpyAaH Oacka, «IMQPABIK» - Oya ©HEepPKaCill, 91eyMeTTiK
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A.R. Oralov, I.A. Maratov

e/IIIeM, 3epTTey HeMece Kayincisaik crsakTel OAaKThIH JKaAIlbl casicaThIHBIH OacKa KaTeropuslapbiMeH Oariaa-
HBICTEI EyporaabiK MHCTUTYTTapABIH casiCaThIHAAFDL, COVLAETeH co3AepiHAeri JKoHe cTpaTerusAapblHAAFbl KiAT
co3. Ogakrarsl NUQPABIK CasCcaTThIH MaHbI3ABLABIFRIHBIH Oy KepceTKilTepine oaapAbly Eyporiagarsr Koram-
ABIK TaAKbLAayAbIH OpPTaAbIFbIHAA €KEHAITl SKoHe KOIITereH calalapAbl KAMTUTBIH KOJeHeH CUIIaTKa 1e eKeH-
Airi >xaTtaapl.

Bya takpipbin aaemAi 1iudpaanapipyra OailaaHbICTHI TybIHAAABL JKoHe EO m1eTTe KaayFa THIpBICHIAIABL.

Tyiin cesaep: LIndpasix casicar, Eypomaasik Ogak, nndgpaanasipy, meTeA4iK BIHTBIMaKTaCTHIK, OV(PPABIK
ereMeH/iK, AepeKTepai Kopray, aepOec gepeKTepaiH KYIIAABIABIFE, AepeKTepai OacKapy.

A.P. Opaaos, I.A. Maparos
Espasuiickuil nayuonarvhuiil yrueepcumem um. A.H. I'ymuresa Acmana, Kasaxcman

OcnosHble HanipaBaeHust @ posoii noanTuky EC Ha coBpeMeHHOM »Tarre

Annoramus. B »Toii craThe OyseT npoanaansuposana nudposas rnoantuka EC 1 ero corpyaHmyaectso ¢
Apyrumu crpaHaMy. Kak MBI MOXXeM BUAETh CeroAHsA, IMQpPOBU3aIMs OKa3hblBaeT OTPOMHOE BAMSAHME Ha BCe
ceprl JKMU3HM AI0AeN U TOCyAapCTBa, U OHa TeCHO IeperaeTeHa ¢ popmuposanueM noantuku EC. Eppomneii-
CKMII COIO3 COTPYAHHMYAET C IMapTHepaMU 10 BCeMY MUPY AAs IPOABUKEHMs CBOVX IIeHHOCTel UM MHTepPecoB
BO MHOTHUX 004acTsX, BKAIO4Yas UPPOBYIO cpepy. DTO IMOKa3bIBaeT, Kak eBPOIeTICKIIT IT0AX04 MOXKeT IIOMOYb
APYTUM yIIpaBAsTh HUppPOBOI TpaHcpopMaliueil B TaKux 001acTsIX, Kak CBODOAHBIN MOTOK AaHHBIX, OPUEeHTH-
POBaHHLII Ha YyeaoBeKa UCKyccTBeHHEIN uHTeaaekt (V) 5G, xubepbeszonacHoCTs, 3auTa KOHPUASHIMAADb-
HOCTH, yIIpaBAeHMe AQaHHBIMU 1 T.A. ITyTb 1@ posoro mpocrpancTsa ObLA IepecedeH IIPOLecCcOM eBPOIeiicKOIl
yHrerpanuu. IToMuMo mpuBsas3ky K MHPOPMaIMOHHO-KOMMYHMKaIiMoHHEIM TexHoaorusaM (MKT) s Coiose,
«ITUPPOBOT» ABAAETCSA KAIOUEBBIM CAOBOM B ITOAMTUKE, BBICTYIIAEHUAX M CTPATEIVAX eBPOIeNCKIX MHCTUTY-
TOB, KOTOPBIE CBA3aHBI C APYTUMM KaTeropusmu ob1meit moanTtuku Coiosa, TakuMU KakK MPOMBIILAeHHOCTS, CO-
LMaAbHOEe U3MepeHue, UCCAe40BaHms AU 0e3011aCHOCTD. DTU ITOKa3aTeAu 3Ha4MMOCTU I POBON HOAUTUKA
B Co103e BKAIOYAIOT TOT (PaKT, YTO OHM HaXOASTCA B IleHTpe 0OIecTBeHHOro odcy K AeHus B Eporie 1 uto oHn
HOCST TOPM30OHTAABHEIN XapaKTep, OXBaThIBas MHOXKECTBO OTpacaeii.

DTa Tema BO3HMKaET B CBsA3M ¢ Iudpposusanmer mupa, u EC He mbITaeTcst OCTaBaThCsA B CTOPOHE.

Karougesnie caosa: Lludposas moantuka, Esporneiicknii coios, mudpposusanis, 3apydesxHoe coTpyHIde-
CTBO, IM(POBOIT CyBepeHNUTET, 3alliTa JaHHBIX, KOH(PUAEHIINMaAbHOCTh MTePCOHAABHBIX AaHHEIX, YIIpaBAeHNe
AQHHBIMU.
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